10 Advanced Function

10 Advanced Function

This chapter provides information about advanced functions in PIStudio. These advanced functions work only on
special HMI models.

Audio

1. Audio playing could play audio on HMI. You need to configure the relevant information, triggered by the
condition, broadcast the set the mp3 audio file. The audio file can only be stored in the flash mp3 file.

2. Only the 9000 Series HMIs with audio modules can use this feature, and an external 3.5mm headphone head is
required.

Configuration

In PIStudio software, the setting procedue is as follow.
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Click "Set" to open "Audio settings" window.



Audio settings

Audio trigger
Il.Io Audio fie Trigger setting Prigrity
11 alarm.mp3 oo 2
1z audio.mp3 1

ms |mscops ________Joo [0 |

Add Delete

Audio set o Save Help

Audio list: Display the audio files you added. Double click the audio to configure it.
Add: Add a new audio file.

Delete: Delete selected audio file.

Audio set: Set the configurations of the audio, contolled by address.

Trigger configuration for audio files



Audio trigger settings by

Audio file ABC.mp3 Slect
Priority 0 w
rigger mode 9

Time period of Trigger

Loop(H:M:S) |U |: |U | : |I:I |

Trigger when conditions satisfaction
Trigger address HOX0.0 Edit

Trigger conditions it change iy

Trigger when time satisfaction

24 hour (H:M) |'3I | : |'3I | Repeat

Play Settings e
Loop Playback when Trigger 1 Times
Interval(H:M:5) | 0 | : | 0 | : | ] |

Cancel

e Audio files
o MP3 file supported only.
o The audio filesize should be less than 30MB.
o The suffix .mp3 is necessary. The length of name should be less than 20 (including .mp3).
o Audio file needs to be saved into the folder named mp3 in HMI flash, if not, it would not play. User could
use the [CopyFile] script function to import audio files into the HMI flash.
e Trigger mode settings: There are 3 kinds trigger mode to choose. They coulf be valid at the same time.
o Play according to time interval: Set the interval time. For example ,set 3 minutes, then it will play for
each 3 minutes' interval.
o Trigger to play: There are three bit trigger conditions: Rising edge, Falling edge and Bit change. You
could trigger one condition to play the audio file.
o Play according to time: Play the audio when the time is up.
e Play settings. Set the play times and the cycle interval when it is triggered.

Audio file playback setting

This function is to control the playback of audio file in the list by address. (It should be used with file list.)
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Control address

The table below describes each bit address function (including play, pause, etc). If the audio control address is
HDW120, then specific function details are as shown in the table below.

Function Address Description

Play control bit: Play the audio file when this bit address is

HDX120.0 (Oth bit) triggered

HDX120.1 (1st bit) P_ause control bit: Pause playback when this bit address is
Play triggered, or resume playback after pause

Control

HDX120.2 (2nd bit)  Stop control bit: Stop the play when this bit address is triggered

HDX120.3 (3rd bit)  Last audio: Play last audio when this bit address is triggered.



HDX120.4 (4th bit) Next audio: Play next audio when this bit address is triggered.

HDX120.5 (5th bit)  Volume increase(not supported yet), increase by 10

HDX120.6 (6th bit) ~ Volume decrease(not supported yet), decrease by 10

HDX120.7 (7th bit) once: Only play current audio file only one time

HDX120.8 (8th bit)  Single cycle: Repeat playing current audio file

Mode
Selection 2 io fi
HDX120.9 (9tn bit) %ri(ligdPlay audio file orderly and stop as soon as the tas
I;gXlZO.lO (Lo Repeat in order: Repeat to play the audio file of the list
State address

The audio play status address occupies a continuous 35 word addresses. If audio play status address is set as
HDW?200, the specific function allocation details are shown as below table

Address Function Description
TP =0 : stop play

Playback status storage _

IPAL AN address =1: playing
=2 : pause play

Volume value storage Range from 0 to 100(default value is 100,
HDW201 = .

address and it is not adjustable so fars

Displays the file name of the audio

HDW202~HDW234  Audio file name X
currently playing

~.Note:

e The audio file needs to be stored in the flash of PI9000 series HMI.
e Only PI9000 series HMI with audio module could support this function, and an external 3.5mm headphone is
required.



Video

Introduction

Configure related information and play video files through conditional trigger.

Only HMI 9000 series support this function.

Video playing could play video on HMI project screen.

It requires "Customized Object" and "File List" objects.

Currently, the video format support by Wecon HMI are including ASF, AVI, MKV, MP4, RM, and FLV.

agrpLODE

Configuration

Custom object configuration

Customized CObject >

General

Function Address | HOWI00 | Edit

DLL file name |Custun1_|'nl'lmrie Flayer | Select

Position Size

X 3 | v Width Height
Custom address e

n] Address

HDW101
HDW102
HDW103
HDW104
HDW105

LT- - =R - T B AL R S

—
[

Cancel Help

Basic
The function address doesn't have to be configured. DLL file name needs to be "Custom_MoviePlayer".

Custom Address



ID1 is the address for storing the video file name (including the suffix). It could not be empty and the length is 32

words.

ID2 is the address for video control, and occupies 1 word. It could not be empty. Please refer to "Video control

address".

ID3 is the address of video status, and occupies 1 word. It could not be empty. O indicate stop, and 1 indicates

play.

ID4 is the address for stroring the valume of video file, and occupies 1 word.
ID5 is the address for the video file path, and occupies 1 word. It could not be empty. Please refer to "Video file

path”.

Control address

Function
Oth bit
1st bit
2nd bit
Play Control
3rd bit
4th bit
5th bit
6th bit
7th bit
8th bit
Mode
Selection 9th bit
10th bit
File path
value Video File

Path

Address

HDX102.0

HDX102.1

HDX102.2

HDX102.3

HDX102.4

HDX102.5

HDX102.6

HDX102.7

HDX102.8

HDX102.9

HDX102.10

Description

Bit for playing control: Play the video file when this bit
address is triggered

Bit for pause control:Pause playing when this bit
address is triggered, or resume playing after pause

Bit for full screen control: Maximize the video when
this bit address is triggered

Last video: Play the last video when this bit address
is triggered.

Next video: Play the next video when this bit address
is triggered.

Volume increase: Increased by 10

Volume decrease: Decreased by 10

Once: Only play current video file once

Single cycle: Repeat to play current video file
Order: Play video file of the list and stop after done

Repeat in order: Repeat to play the video file of the
list

Description
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USB flash Please create a folder named mp4 in the U disk directory to store the

¢ disk video files to be played
Please create a folder named mp4 in the SD card directory to store the
1 SD card : :
video files to be played
2 HMI flash Copy the video files to the mp4 folder in the directory of flash
Case

Operating Procedures of File List Object Settings

File list
General
g
Shape setting Function
Background colar | File type |Custom folder w |
sDCard e
e [ | ' |
) Folder |MP4 |
Select line | | | Edit |
Select line color _ -
Folder name address HDW 150
Coordinate | Set |
[] advanced [ ] use function address(20 words)

Function address Edit

1 Filel

File2 |

| QK | | Cancel | | Help




Configure the customized object as the above picture

Configure the file list object as below:

1. Select the directory as the MP4 folder in USB flash disk. Set the file name address as HDW150

2. Create a folder named MP4 in the SD card directory to store the video files to be played.

3. Add the video controlling address, refer to the above video controlling address table.

4. Compile the project and download it to HMI, trigger the bit address to play the video from the list.
Email

Wecon HMI can send email with information from fields to the specified email address as soon as the conditions is
triggered, but email sending is based on the network.

Email setting

In "PIStudio" software, click "Project" — "E-mail" to open email function setting screen.
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[] Enable mail
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SMTP Settings



e Sender Name: Fill the sender's name, which is composed of Chinese characters, letters (case sensitive) and
numbers. But it can not contain the following special English symbols: '), "', ", '<'. Maximum character length
32 is allowed.

e Password: Fill in the password or authorization code of the mailbox. If the server needs to set the authorization
code, the authorization code needs to be used. If the authorization code is not used, the password is used.
Please refer to the SMTP service in the mailbox for the authorization code information. It cases sensitive,
maximum character length 32 allowed in password.

e Confirm Password: Confirm the password or authorization code of the mailbox.

e Email Address: Fill in the sender's email address, case sensitive, maximum character length 32 allowed in
it.Such as support@we-con.com.cn.

e SMTP Server: Please refer to the mailbox account settings. If you enter a common mailbox, the corresponding
server address will be automatically written. such as smtp.exmail.qg.com.

Email Email server Port number
163 email smtp.163.com 465
126 email smtp.126.com 465
QQ email smtp.gqg.com 465
Sina email smtp.sina.com 465
Sohu email smtp.sohu.com 465
Yahoo emalil smtp.mail.yahoo.com.cn 465
Google email smtp.gmail.com 465

“.Note: Gmail also needs to enable the [allow unsafe apps] option in the account, otherwise the mail will not be sent
normally.

e Encryption Type: SSL is a security protocol that provides security and data integrity for network
communications. It encrypts network connections at the transport layer; TLS (STARTTLS) upgrades
connections to SSL instead of using a separate encrypted communication port.

e The Port Number: Enter corresponding port number according to the SMTP serve addrress entered. You could
only enter interger between 1 and 65535. Do not enter more than 6 digits in length. Common port numbers are
port 25, 465 and 587.

e Port 25: It does not protect the original data when transmitting data. The data can be seen. Generally,
port 25 must be selected as no encryption or TLS(STARTTLS) encryption mode to send data correctly.

e Port 465: It protect the original data when transmitting data. The data can not be seen. Generally, port
465 must be selected as SSL encryption mode to send data correctly.
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e Port 587: The original data is protected only after the TLS(STARTTLS) command is
executed. Generally, port 587 must be selected as TLS(STARTTLS) encryption mode to send data
correctly.

“.Note: Port 25 is open to SMTP servers, mainly for sending mail. But the port has vulnerability. Hackers often use port
25 to find SMTP servers to forward spam.

e Error Message
o Set the error message receiving address, you could use the information to get the reasons of errors.
o The error types in the mail function are divided into two types: custom rule error and server's error.
o Custom rule errors are as follows.

Message

Email settings are incorrect

Email account is incorrect

Email password could not include blank

the settings of SMTP server are incorrect

The range of SMTP server ports number should be integer, which is between 1 and 65535.

The type of encryption for SMTP is incorrect

The name of sender or email address setting is incorrect.

The names of Recipients or email address setting are incorrect.

The names of CC recipients or email address setting are incorrect.

The names of Secret delivery recipients or email address setting are incorrect.

Email topic could not be blank



Email content could not be blank

Total size of attachments should be below 25M

Attachment "xxxx" is nonexistent

Server's errors are as follows.

Message

smtp-server: 554 DT: SPM

smtp-server: 550 RP: TRC

smtp-server: 550 Limitation of connecting counts

smtp-server: 535

smtp-server: 550 Error: Content rejected

smtp-server: 451 Internal server error

smtp-server: 535 Invalid login user or password

smtp-server: 550 too many sending requests today

smtp-server: 452 Too many recipients received this hour.

smtp-server: 535 Error: Authentication failed, system busy

could not connect: Connection timed out



Unexpected EOF on SMTP connection

could not initiate SSL/TLS connection

smtp-server: 530 Need to issue a STARTTLS command first.

could not resolve host

could not connect: Connection timed out

could not connect: Connection refused

smtp-server: 550 User not found: aaa.163.com

e Manual Trigger

It is for modifying the email sending settings when HMI is running. According to the set manual trigger address, the
address is offset backward to get the address of the corresponding function (a total of 201 words). Take HDW100 as an
example.

Address Description

HDX100.0 Sending trigger

HDX101.0 to It is used for triggering recipient groups, for example, HDW101.0 set
HDX101.15 ON, and the address in group 1 will be in recipient list.

HDX103.0 to It is used for triggering recipient groups, for example, HDW103.0 set
HDX103.15 ON, and the address in group 1 will be in CC list.

HDX105.0 to It is used for triggering recipient groups, for example, HDW105.0 set

HDX105.15 ON, and the address in group 1 will be in BCC list (Secret delivery).



HDW107 to HDW171

HDW172 to HDW300

HDX301.0

The subject length is limited to 64 words. (If it exceeds, it will intercept
64 words of content)

The content length is limited to 128 words. (If it exceeds, it will
intercept 128 words of content)

Whether to send an alarm record attachment (a file named
AlarmDataFile.db)

1. Emails that sent manually are not queued. Emails trigger by bit change, rising edge, falling edge and timing
need to be sent in the sequence of triggering. The maximum value is 100, and those who are added after it is
exceeded will be discarded. If an email is sending, it would send immediately after the current email is sent. If
there is no email sending, it would send immediately.

2. If the trigger condition sent manually is the rising edge trigger, before the mail is sent, no new mail will be sent
even if it is triggered again. No matter the email is sent successfully or not, the corresponding trigger would be

OFF.

3. Emails that sent manually would only be sent once no matter the sending error is custom error, network or other

errors.

Email sending settings

E-Mail settings

SMTP settings
[ Enable mail

Sender name |a
I
E-mail address |

om.cn

Password ssssesee

Confirm password |eessseee

Smtp server

smtp.exmail.qq.com

The port number ‘465

O Not encryption (O STARTTLS encryption

Recipient

Sending settings

55
Ta

Error message

[“1Enable

Address HDW1

Manual trigger

[“1Enable

Address HDW2
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1. Add. A maximum of 1024 email can be added.
2. Modify. Select an email to modify the content and configuration.
3. Delete. You could select an email to delete or click the "ID" column to delete in batch.

Content of email o Sending method 9

Theme | abe |
(O Timed send interval 0 Hour O Minute
ID Types Text content
1 Ordinar.. df (@) Bit address trigger transmission
Triggering conditions Send on rising edga v
Recipient... onup 1;
A add cc
: < 10
| b Add secret delivery
Secret delivery ... G

Add Modify Delete

| Praview e

oK Cancel

Email sending configuration.

e Theme. The value cannot be empty and case sensitive. The total length cannot exceed 256 characters.
e Content of email. The contents are divided into three combinations: text, alarm and variable. The list can
contain only 32 items at most, and the total length of the preview cannot exceed 1024 items.
o Text. You could directly edit the text of language 1 to language 3. If you need to set multiple languages,
click "edit all text" to set. You may also select "Text library". The content is case sensitive, and the total
length of English/Chinese characters/numbers/symbols does not exceed 253.
o Alarm. You could select "bit alarm" or "word alarm" from the list. The content is from alarm text. if the
alarm changes, the content changes with it. The content is case sensitive, and the total length of
English/Chinese characters/numbers/symbols does not exceed 253.




o Variable. Set the corresponding variable address. Read value or strings according to the specified
format, and the read information will be displayed in the corresponding position in the mail content.

e Preview. Combine the content of current edited email and diaplay it for you to modify the content conviniently.
The preview length cannot exceed 1024.

e Sending method. It is divided into timed send interval and bit address trigger tranmission. The two methods
cannot be used at the same time.

o timed send interval. After booting, the current system time is used to start calculating, and each time the
time is up, the information will be sent to the set recipient in the form of an email, and the minimum time
should be set to 5 minutes. Note: The first boot is not sent.

o Bit address trigger tranmission. When the set trigger address meets the trigger conditon, the information
will be sent to the set recipient in the form of an email. If the content select alarm, the alarm address
would be written in the trigger address. There are three methods to trigger: sending on rising edge,
sending on falling edge and send when the bit changes.

e Recipient. Itis setin groups. You could send multiple groups, and each group can have multiple recipients.

e Add CC. Sends the current email to other recipients.

e Add secret delivery. Sends the current email to other recipients, but the recipient and cc recipients do not see
the BCC recipient.

e when sending an email, you must set a recipient. CC recipients and BCC recipients are not to be set. The total
number of recipinet, CC recipients and BCC recipients is 40.

e Recipient priority. Set the priority order of recipients to recipient, BCC, and CC.

“.Note: If the recipient address you select exists in all three positions, it exist only in the highest priority position. For
example, if the recipient of an email has aaa, the bcc has aaa, and the cc has aaa, then let aaa only be the recipient.

Recipient group setting



ettings Sending settings

Content of email

Theme |abc

adina

Recipient group settings

All groups

>z

<<

Open recipient settings...

Group to send

Sending method

(O Timed send interval 0 Hour O Minute

(®) Bit address trigger transmission

Bit address HDX2.0 Edit

1. All Group. The groups you added.
2. Group to send. The groups that you send the emails to.
3. Open recipinet settings. Set the information of recipients, and add and subtract groups.

Recipient setting

Triggering conditions Send on rising edge -
Recipient... Group 1;
Cadd cc
fofe

[ add secret delivery

Secret delivery ...

0K Cancel



Recipient x
Recipient list Group member list
D Recipient name Address E-mail address D Recipient name Address E-mail address
O 1 1 Je-con.com.cn
O 2 2 \je e wew CON.COM.CA
O 3 3 B -Con.com.cn
=>
<<
< >
Number of groups 1 :
< >
Current group name Group 1 bl
Add Modify Delete e ‘ ‘

1. Add. Add a recipient. There are non-dynamic recipient and dynamic recipient. They cannot be used at the same
time. You may just fill in the recipient's name and email address. The dynamic recipient address is limited to 32
characters, and a maximum of 40 recipients can be added.



Recipient editing >

The recipient's name

1

E-mail address

1 -CON.Com.cn

F

[ Dynamic recipient
Address

Edit

oK Cancel

Modify. Select one recipient and click "modify" or double click the recipient to modify. If it is non-dynamic
recipient, you could modify the name and email address. The email is unique. If itis dynamic recipient, you
could modify the address, and the address is unique.

Delete. Select one recipient or multiple recipents to delete, or click the ID column to select all.

Nuber of group. You could click the up/down arrow to increase or devrease groups. The default number is 1.
The maximum number is 16.

Description. To decribe the group information. The total length shall not exceed 32.

Test sending settings

“.Note:

1.
2.

Test Sending settings x

Recipient

Recipient...

Test Close

You can open this after the SMTP server is set.
When NetEase mail (126, 163 and yeah) occurs erros 554, it may be that the mailbox used is restricted by the
anti-spam mechanism, and the performance may be that it cannot send emails in bulk or directly.



3. When TOM mail is sender's mail, the name of it and the recipient tested must be English, otherwise the email
would be returned.
4. When testing with Zoho mailbox, there was a delay of less than 3 minutes.
5. The custom errors for the test error is as follows.
Egger Cause of reason
0 CSMTP_NO_ERROR
100 WSA _STARTUP = Unable to initialize winsock2
101 WSA_VER = Wrong version of the winsock2
102 WSA_SEND = Function send() failed
103 WSA_RECYV = Function recv() failed
104 WSA_CONNECT = Function connect failed
105 WSA_GETHOSTBY_NAME_ADDR = Unable to determine remote server
106 WSA_INVALID_SOCKET = Invalid winsock2 socket
107 WSA_HOSTNAME = Function hostname() failed
108 WSA_IOCTLSOCKET = Function ioctlsocket() failed
109 WSA SELECT
110 BAD_IPV4_ADDR = Improper IPv4 address
200 UNDEF_MSG_HEADER = Undefined message header



201

202

203

204

205

206

207

208

209

300

301

302

303

304

305

UNDEF_MAIL_FROM = Undefined mail sender

UNDEF_SUBJECT = Undefined message subject

UNDEF_RECIPIENTS = Undefined recipient

UNDEF_RECIPIENT_MAIL = Undefined mail recipent

UNDEF_LOGIN = Undefined user login

UNDEF_PASSWORD = Undefined user password

BAD_LOGIN_PASSWORD = Invalid user login or password

BAD_DIGEST_RESPONSE = Server returned a bad digest MD5 response

BAD_SERVER_NAME = Unable to determine server name for digest MD5 response

COMMAND_MAIL_FROM = Server returned error after sending MAIL FROM

COMMAND_EHLO = Server returned error after sending EHLO

COMMAND_AUTH_PLAIN = Server returned error after sending AUTH PLAIN

COMMAND_AUTH_LOGIN = Server returned error after sending AUTH LOGIN

COMMAND_AUTH_CRAMMDS5 = Server returned error after sending AUTH CRAM-
MD5

COMMAND_AUTH_DIGESTMDS = Server returned error after sending AUTH
DIGEST-MD5



306

307

308

309

310

400

401

402

403

404

405

406

407

408

409

410

COMMAND_DIGESTMDS5 = Server returned error after sending MD5 DIGEST

COMMAND_DATA = Server returned error after sending DATA

COMMAND_QUIT = Server returned error after sending QUIT

COMMAND_RCPT_TO = Server returned error after sending RCPT TO

MSG_BODY_ERROR = Error in message body (B4 1E X & H I E51R)

CONNECTION_CLOSED = Server has closed the connection

SERVER_NOT_READY = Server is not ready

SERVER_NOT_RESPONDING = Server not responding

SELECT_TIMEOUT

FILE_NOT_EXIST = File not exist

MSG_TOO_BIG = Message is too big

BAD_LOGIN_PASS = Bad login or password

UNDEF_XYZ_RESPONSE = Undefined xyz SMTP response

LACK_OF MEMORY = Lack of memory

TIME_ERROR = time() error

RECVBUF_IS EMPTY = RecvBuf is empty



411 SENDBUF_IS_EMPTY = SendBuf is empty

412 OUT_OF_MSG_RANGE = Specified line number is out of message size

413 COMMAND_EHLO_STARTTLS = Server returned error after sending STARTTLS
414 SSL_PROBLEM = SSL problem

415 SSL_PROBLEM = SSL problem

STARTTLS_NOT_SUPPORTED = The STARTTLS command is not supported by

416 the server

417 LOGIN_NOT_SUPPORTED = AUTH LOGIN is not supported by the server

Email status

Network disconnection error

If the fault is determined as a network disconnection error, the system does not delete the sent information and does not
record the number of errors, and it would make an infinite send attempt.

Custom rule error
If the fault is determined as a custom rule error, delete the information.
Server return error

If the fault is determined as a server return error, then the error time add 1. It would try to send the email for 3 times.
Regardless of whether the transmission is successful or not, it would delete the email to be sent. The test results are as
follows.

Server The number of . -
Consequences of exceeding the limit
name sent
126 160 No more delivery on that day

163 160 No more delivery on that day



we-con 800 No more delivery on that day
qq 50 It can be sent again after a few minutes or a few hours
sohu 160 No more delivery on that day

It can be sent again after a few minutes or a few hours, but

sina 50 2
cannont be received normally

gmail 500 No more delivery on that day

Message Prompt

1. Ifthe email to be sent is deleted, a message will pop up.

2. Ifthe email is sent successfully, a messge will pop up: "The email is sent successfully."

3. Ifthe five symbols '), " |, '<', "> and '& appear in the fields set by the message prompt, the message prompt will
display an abnormal message.

Mail attachment

Currently, the email attachment function only supports sending the specified alarm record (AlarmDataFile.db file), and
does not support selecting content to send.

USB keyboard

Introduction

1. HMI support keyboard via USB port of HMI.

2. When the keyboard function is enabled, the "Cursor Display" function is enabled by default. The user could
move the cursor through the "up, down, left and right buttons" of the keyboard, and then press the Enter key to
select the object.

3. Multiple devices could be connected with HMI via USB HUB (up to 4 external devices), such as: mouse,
keyboard, scanner, magnetic stripe reader, etc.

Enable function

In the software PIStudio, Click "Project" — "Project settings" — "Extend", and check "Enable keyboard" in "Input device"
settings area as below.



Project Settings >

Project Settings  HMIIP  Instslment Extend

Into setup

(O Startup Time{1~60s): 5

(®) Runnning Time(5 ~30s):
Fassword:

Password to into setup (can be empty)

Spedal expansion

[ ]Enabled audio s=t set
[[]Enable camera search module Set
Input device

Enable keyboard Display cursor

Cance Help

Configuration decription

1.

When the keyboard function is enabled, the "Cursor Display" function is enabled by default. The user could
move the cursor through the “up, down, left and right buttons” of the keyboard, and then press the Enter key to
select the object;

NumLock: When NumLock key is not lit, the keypad number is not allowed to be input (offline simulation does
not allow all numeric keys to be input, including the numeric keys on the left side of the keyboard);

Key combination: (1) "Shift" + the left side of the keyboard and the special symbol button, to achieve special
character input, suchas: ~1@#$% " "&*() _+{}:"<>7?;

Use the system special addresses "HSW1073 and HSW1074" to write custom key combinations in the script
(currently only two key combinations are supported);

Caps Lock: In lowercase mode, shift+ letters, to enter uppercase; in uppercase mode, shift+ letters enter
lowercase;



System special address

In practical application, the [Enable Keyboard] function could be combined with the related "system special address" to

achieve multi-key combination operation.

Address

HSW1073

HSW1074

HSW1075

HSW1076

HSW1077

HSW1078

HSW1079

Description

Keyboard key value

Keyboard key status

Cursor speed

X coordinate value of
cursor

Y coordinate value of
cursor

The ASCII code of
keyboard key

Enable cursor
position and Enter
key mode

Function

The currently pressed key value is displayed. The key
value is shown in Table 1

(The Numeric/Character display object is not updated
when it is being entered)

Display current key states
=0: key release

=1: key press

=2: Press and hold long

(The Numeric/Character display object is not updated
when it is being entered)

Control the movement speed of the cursor, the range is
0~100, the default is 20

The X value of the current position of the cursor, range:
O~screen width-1

The Y value of the current position of the cursor, range:
O~screen height-1

Only the ASCII values of letters, numbers, and symbols
are displayed. The ASCII value of the function keys is not
displayed, as shown in Table 2

(The Numeric/Character display object is not updated
when it is being entered)

HSX1079.0 = 1: Set the cursor position according to
HSW1076 and HSW1077 value;

HSX1079.1 = 0: When Numeric/Character display object is
entered, enter key is for end input instruction. When no
Numeric/Character display object is entered, enter key is
for normal click;

HSX1079.1 = 1: Enter key only for normal click, not for
keyboard end input instruction;

Key-Value Appendix Table (Decimal) (104Keys)



Key

ESC

F1

F2

F3

F4

F5

F6

F7

F8

F9

F10

F11

F12

Value

59

60

61

62

63

64

65

66

67

68

87

88

41

Key

00O

pP

1}

Enter

CapsLock

aA

s S

dD

fF

gG

hH

k K

Value

23

24

25

26

27

28

58

30

31

32

33

34

35

36

37

Key

Alt (Right)

windows(Right)

Menu

Right_ctrl

Print Screen

ScrollLock

PauseBreak

Insert

Home

PageUp

Delete

End

PageDown

Value

100

126

127

97

99

70

119

110

102

104

111

107

109

103

108



2@

3#

4%

5%

6/\

7&

8*

9 (

0)

Backspace

Tab

aQ

w W

eE

10

11

12

13

14

15

16

17

18

\

Shift (Left)

zZ

X X

cC

vV

bB

nN

m M

/7?

Shift (Right)

38

39

40

43

42

44

45

46

47

48

49

50

51

52

53

54

NumLock (Keypad)

/ (Keypad)

* (Keypad)

- (Keypad)

+ (Keypad)

Enter (Keypad)

. (Keypad)

0 (Keypad)

1 (Keypad)

2 (Keypad)

3 (Keypad)

4 (Keypad)

5 (Keypad)

6 (Keypad)

105

106

69

98

55

74

78

96

83

82

79

80

81

75

76

77



rr

tT

Yy

uu

ASCII Code

Code

32

33

34

35

36

37

38

39

40

41

19

20

21

22

Value

space

%

Ctrl (Left)

Windows(Left)
Alt (Left)
space

Code Value

56 8

57 9

58

59 ;

60 <

61

62 >

63 ?

64 @

65 A

29 7 (Keypad)
125 8 (Keypad)
56 9 (Keypad)
57

Code Value

80 P

81 Q

82 R

83 S

84 T

85 U

86 \%

87 W

88 X

89 Y

Code

104

105

106

107

108

109

110

111

112

113

71

72

73

Value



42 *

43 +
44 ,

45 -
46

47 /

48 0
49 1
50 2
51 3
52 4
53 5
54 6
55 7

Scripts example

'HSW1073 key value
'HSW1074 key states

66

67

68

69

70

71

72

73

74

75

76

77

78

79

90

91

92

93

94

95

96

97

98

99

100

101

102

103

114

115

116

117

118

119

120

121

122

123

124

125

126



e O:released;
e 1:pressed;
e 2:Holding pressed

'HSW1078 ASCII value of key

Example 1

if [@w_HSW1073 = 29 then[]| [Ctrl key value is 29
if @W_HSW1074 =1 or @W_HSW1074 =2 'Press Ctrl key

[ @w_HDW1000 =1

[ Jelse]]| [Release Ctrl key

@W_HDW1000 =0
endif

endif
Example 2

if [@wW_HSW1073 = 59 and (@Ww_HSW1074 = 1 or [@W_HSW1074 = 2) then[][____[F1 key value is 59

if @W_HDW1000 = 1 then ‘Combination Ctrl + F1

[ @w_HDW2000 = [@w_HDW2000 + 1[]| [Function of combination key is

HDW2000 + 1

endif

endif
Example 3

if [@W_HSW1073 = 60 and (@W_HSW1074 = 1 or [@W_HSW1074 = 2) then[][____[the value of F2 is 60

if @W_HDW1000 = 1 then 'Combination Ctrl + F2

[ @w_HDW2000 = [@Ww_HDW2000 - 1[]| [Function of combination key is

HDW2000 - 1

endif

endif
Example 4

if AsString(@Ww_HSW1078) = "a" and (@W_HSW1074 = 1 or [@W_HSW1074 = 2) then[][___|Page up
if @W_HSW13 > 0 then
@W_HSW13 = @W_HSW13 -1

endif



endif
Example 5

if AsString(@Ww_HSW1078) = "b" and (@W_HSW1074 = 1 or [@W_HSW1074 = 2) then[][__|Page down
@W_HSW13 = @W_HSW13 + 1
if @W_HSW13 > 3 then
@W_HSW13=3
endif

endif

rtsp web camera

Introduction

1. An external IP Camera (web camera) can be used to display the screen captured by the it to achieve real-time
monitoring of the scene of the equipment.
2. ONVIF protocol and H.264 coding camera (RTSP web camera) are supported.

Supported Model:

e Hikvision
o DS-2CD1321D-l
o DS-2CD3T20FD-I3W
o DS-2CD1221D-13
o DS-2CV3Q21FD-IW
e Dahua
o DH-IPC-HFW1025D
o DH-IPC-HFW1235M-11

1. 8000 series HMI can view only one IP Camera monitoring screen at a time (only one camera object can be
placed in a project).

2. 8000 series HMI can view only four IP Camera monitoring screen at a time (only four camera object can be
placed in a project).

Camera search

In the software PIStudio, Click "Project" -> "Project settings"-> "Extend", and check "Enable camera search module",
shown as below.



Project Settings >

Project Settings HMIIP Instalment Extend

Into setup
() Startup Time(1~60s): 5
{® Runnning Time(5~30s): 5
Password:

Password to into setup (can be empty)

Special expansion

[]Enabled audio set Set >
I Enable camera search mudultp Set

[(1Enable Multi-Link Master

Input device e
Camera search configuration >

The maximum number of searches: | 10 | Range (1~20)

(The maximum number of searches should be great
than the number of online cameras)

function address: | | Edit

Confirm Cancel Help

T5E ENiH ZEED

The maximum number of searches: Configure the number of online camera. The maximum number of searches does
not exceed 20, and should be greater than that of online camera.

Function address

To configure the information of searches anf the records of search results. There are as follows.

Address Description Length



HDW200 Username 20 words

HDW220 Password 20 words

HDX240.0 Falling edge trigger search 1 bit

Search status
HDX240.1

0: The search is complete. 1 bit

1: It is searching.
The first search result 80 words
HDW241 IP address 16 words

=1: correct password

sz =0: wrong password 1L e

HDW258 Device serial number 43 words
HDW301 Camera alias 20 words
The second search result 80 words
HDW321 IP address 16 words

The username and password of function address need to entered manually. When searching for cameras, the
username and password will be matched first, then each camera under the account will be retrieved, and the retrieved
results will be stored in the response address. If the password is correct, the corresponding serial number would be
displayed.

Camera display

Add the object "camera display" to the project, click "Enable rtsp camera", as below.



Camera display by

General

(® Net Camera (JUSB Camera
[Juse dynamic control instruction

Camera
control instruction

Enable rtsp camera

function address Edit

Positian Size

x [343 y |98 w |30 o |36
RE i #EE)

Compile and download project, please click [Search Camera] button to get camera information in LAN The username
and password here need to be entered manually. During searching camera, it will try to use this username and
password to log in IP camera and store the result of login. If the password is correct, the “password correct” address will
be displayed as 1 and the device serial number will be displayed. If the “password correct” address is 0, the device
serial number would not be displayed.

Function address

Address Description Length

HAW100 Username 20 words



HAW120

HAW140

HAW160

HAW203

HAW?204

HAW205

password

Alias

Device serial number

Camera ID

Camera Control

HAX204.0

HAX204.1

HAX204.2

HAX204.3

HAX204.4

HAX204.5

HAX204.6

HAX204.7

HAX204.8

HAX204.9

Camera status

Open camera

Close camera

Camera up

Camera down

Camera left

Camera right

screenshot

Binding camera

Set Alias

Camera stop moving

20 words

20 words

43 words

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word

1 word



=0: camera disconnected
=1: camera connected

=2: Camera is connecting

Screenshot save location
=0: Screenshot is saved into flash
AR =1: Screenshot is saved into USB disk il verd

=2: Screenshot is saved into SD card

Operating Procedures

Fill the camera ID address with the camera serial number searched by the camera search module, and trigger the
binding address to fill username and password.

o If the camera searching is disabled, then users need to manually enter the information of this camera, including
username, password, and device serial number. Device serial number could be obtained by checking the label
of camera.

LAHm a0y

V8458 170020 ®UR cuPus

unna

R L L UY BRI T ) AARITEE. onFwossants MENE

— — -

e |If the IP CAMERA was triggered successfully, we could see the monitor screen and we could also set a alias for
the camera and control the movement of the camera(up, down, left and right, some IP camera could not support
the movement) or the screenshot. These operations could not be performed if camera off.



“.Note:

Camera configuration. When you get the camera, you need to activate the camera and enable the onvif protocol
for the camera according to the user manual and tools provided by the camera manufacturer. If the configuration
is not correct, the camera cannot be used on the HMI.

When reading camera information, you need to configure the user name and password for the camera. When
multiple cameras are enabled, you are advised to set the user names and passwords of all cameras to be the
same.

When using the camera function, ensure that the camera and HMI are on the same LAN. When the HMI is
directly connected to the camera through a network cable, set both HMI and camera to static IP addresses as

follows.
HMI Camera
IP address 192.168.1.1 192.168.1.2
Gateway 192.168.1.1 192.168.1.1

You could obtain the camera from the "Camera Search module" in "Project parameters” or manually fill in the
address. You can obtain resources for the camera display object in the Camera Search module or manually
enter the parameters.

You are advised to configure and confirm the user name and password of the camera before using it. Do not
use the wrong user name (password) to search for or link to the camera. Once the wrong user name (password)
is exceeded for a certain number of times, the camera will be locked. During the lock period, the camera will
reject any connection for at least half an hour generally.

When monitoring HMI cameras, do not monitor the same camera at the same time. Otherwise, the monitoring
screen may be lost.

When the camera is disconnected due to network reasons, the system wouyld try to reconnect the camera every
20 seconds.

The alias of the camera is saved in the user database. The alias in old project is retained when downloading
new project, if [user database] is selected. Otherwise the it will be deleted.



PC Port:|Ethemet >  m | 192 .188 . 1 . 200 Cannot find HMD
File l:fpe:lPr-:ﬂe:': File ;I Password: | (Upload Project)
R Auto-scan USBE port [v¥ More ™ Upload prohibited
~(Select tem do not need to delete)
[ Data record [~ Alarm record [T Trend Chart
[T Redpe [ User Manager I~ History XY Plot
[ Instalment [w WUser Datal:lasel I~ Latched address
[T Custom file [~ Hardware config
MI o P | PC to HMI sync Clock Close |
Recalibration | Delete setting HMI version Machine Code |

Demo download link

https://drive.google.com/open?id=10UR1cg8KDjcTvKJIYgk1KR8z4YIAplsD8

LAN Monitoring

WECON provides [HMI Monitor System] software for user to monitor PI3000 series HMI in Local area network (LAN).
This function is only for the model with -O. For example PI3070N-O.

[HMI Monitor System] software

Device List: It displays HMIs, that connected into this monitor software;
State Indicator: It shows state of HMI, green means online, gray means offline;
Operation Buttons: It provides three operations for HMI device;

e Add: Click it to open add setting window;

e Delete: Click it to delete selected HMI device;
e Monitor: Click it to open monitor window for selected HMI device;


https://drive.google.com/open?id=10UR1cg8KDjcTvKJYgk1KR8z4YIApIsD8

. HMI monitor system (suit to HMIUI VER:V4.0.42-F:A8 2017-09-16)

9 Mote IP Address

gha == Offine - o Add Daht& Monitor
Operating procedures

Click [Add] button to open setting window;
Enter HMI IP and Note;

Click [Connection test] button;

o If IPis correct, it will display tip as below;




Madify HMI information

Setting
P 192 . 188 . 28 . 36 Connection test
Mote test HMI characters)
HMI list
S —
PIMonitor pL

Connect HMI successfully!

[ ok ]

Search Add all oK Cancel

e IfIPis incorrect, it will display tip as below

PiManitor o

Failed to connect HRI

oK

“.Note: For using this function in PC, it requires the setup of LAN Monitoring Firewall, using Windows 7 system as
example. If this function works well in your PC, please ignore below content.

Solution 1: Disable Firmware Completely

Open "Control Panel" and select "System Security".



&I =B » Control Pancl »

v ; ‘g l | Iir:rr" Contref Panel

Adjust your computer’s settings

System and Security
Review your computer's statud
3 Dol o o0 "

L

Find and fix problems

View network status and tasks
-, Choose homegroup and shanng options

4 Hardware and Sound
> View devices and printers
Add a device

= Programs
k' Uninstall a program

t Network and Internet
..

Select "Windows Firewall"

R
"
5

View by: Category ¥

User Accounts and Family Safety
& Add or remove user accounts
& Set up parental controls for any user

Appearance
Change desktop background
Adjust screen resolution

Clock, Language, and Region

Change keyboards or other mput methods

Ease of Access
Let Windows suggest settings
Optimize visual display



Troubleshoot common computer problems

Allow a program through Windows Firewall

Check the Windows Expenence Index

6@0 ©5 » Control Panel b System and Securty » v | ¢y
Control Panel Home »
S \r Action Center
o System and Securit Review your computer's status and resolve issues
B Change User Account Control settings
Netwo'k and hte"\a Restore your computer to an earlier time
Hardware and Sound 1 X
‘ Windows Firewal
Programs Check firewall status
User Accounts and Family
Safety k&. System
Appearance View amount of RAM and processor speed
B Allow remote access | Seethe name of this computer ¥ Device Manager
Clock, Language, and Region
Ease of Attes , {ﬂ Windows Update
Turn automatic updating on or off

v@ Power Options

Requare & psssword when the computer wakes

Change when the computer sleeps

Windows Anytime Upgrade

3& Backup and Restore
Back up your computer | Restore files from backup

Get more features with a new edition of Windows 7

22 Administrative Tools

‘[7‘_ Free up disk space = Defragment your hard drive
W View event loge | @ Schedule tasks

.s’ Create and format hard disk parttions

Select "turn Windows Firewall on or off"

Check for updates  View installed updates

Change what the power buttons do



@@ w| @ » Control Panel » System and Secunty » Windows Firewall - I ¢y ' [ Search

Control Panel H . : .
Skt Help protect your computer with Windows Firewall

Allowr a prge} or feature Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through Windows Firewall through the Intermet or 2 network.

% Change notification settings How does a firewall help protect my computer?

L‘ Turn Windows Firewall on or What are network locations?
off

& Restore defaults l 0‘ Home or work (private) networks Connected (&)

% Advanced settings Networks at home or work where you know and trust the people and devices on the network

Troubleshoot my network
Windows Firewall state: On

Incoming connections: Block all connections to programs that are not on
the list of allowed programs

Active home or work (private) networks: ti‘ Network

Notification state: Notify me when Windows Firewall blocks a new
program

. ¥ Public networks Not Connected (¥

ee als

Action Center

Select "Turn off Windows Firewall"



@-Ov“ <« Windows Firewall » Customize Settings - [*’, | | Search Control Panel

Customize settings for each type of network

You can modify the firewall settings for each type of network location that you use.
What are network locations?
Home or work (private) network location settings
a “ Turn on Windows Firewall
' Block all incoming connections, including those in the list of allowed programs

Notify me when Windows Firewall blocks a new program

‘3 @ Turn off Windgws Firewall (not recommended)

Public network location settings
0 Turn on Windows Firewall

Block all incoming connections, including those in the list of allowed programs

w @ Tum off

e when Windows Firawall blocks a new program

ndows Firewall (not recommended)

Solution 2: Do not close the firewall, but allow HMIUI to pass through the firewall

Open Control Panel selection "system Security"

P



|

m'lg » Control Panel » v I,‘L' | Ii'e.;r:h Control Panel

Adjust your computer’s settings View by: Category ~
. System and Security User Accounts and Family Safety
Review your computer's sta a s Add or remove user accounts
i Back up your computer # Set up parental controls for any user
Find and fix problems
Appearance
_ Network and Internet w Change desktop background
t. View network status and tasks ' Adjust screen resolution
“«2_, Choose homegroup and sharing options

View devices and printers Change keyboards or other input methods

| ;
e Q Clock, Language, and Region
ol \

Add a device 4 Ease of Access
| Let Windows suggest settings
m Programs ! Optimize visual display
% ! Uninstall 2 program

Select "Windows Firewall"

w"l% v Control Panel » System and Securily » - | +3 | | Search Cantrod Panel yel
Control Panel Home Action Center
s System and S ity Feview your compuber s status and resobve msues

E Change User dccount Control settings | Troubleshoot common computer problems

Metwork and Internet Eesicn G s pan cardeer timng

Windows Firewall
g Check firewall status | Allgw a program throegh Windows Firewall

Hardware and Sound

Programs
User Accounts and Fami
Safety ¥ ﬁ' System

L View smount of RAM and processor speed Check the Windows Expenence Index
Appearance F F

ﬁ Allows remote access | See the name of this computer 'E [ievice Mansger

Clock, Language, and Region
Fase of Arcess Windows Update

Turn automatic wpdatng on or off Check for updates Wiew installed updates

Power Options
Require a password when the computer wakes | Change what the power buttons da
Change when the computer sleeps

it Backup and Restore

Back ug your computer | Restore files from backup

w  Windows Anytime Upgrade

Get more festures with & new edibion af Windows 7

25 Administrative Tools
#=| Free up disk space | Defragment your hard drive
* Create and format hard disk partitions w‘ View event logs ﬁ Schedule tasks

==

Select "run a program or function through Windows Firewall"



@Dv & » Control Panel ¢ System and Secunity » Windows Firewall LR | Search Contral Banel ,FJI

Control Panel Home

Help protect your computer with Windows Firewall

Allew a program of feature Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through Windows Firewall through the Intemet or a network,

# Thange notmication settings

Heow does a firewall help protect my Comp uter?

) Turn Windaows Firewall on or ‘What are network locations?
off
% Restore defaults . ﬁ Home or work {private) networks Connected ()

By Advanced settings
Troubleshaaot my network

Networks at home orwork where you know and trust the people and devices on the network

Windows Firewall state: On
Incaming connections: Black all connections bo programs that are not on
the list of allowed programs
At home or work (prvate] networks: IE| Metwork
Matification state Matify me when Windows Firewsll blocks & new
program
. ﬂ Public networks Mot Connected (=)

See akso

Action Cenber

Bletosoneds mmel Chorima (" ontne

Select "Allow to run another program".

E@ |3 Windowss 7 x64

@\‘:’v!&“ Windows Firewall » Allowed Progesms v | ¢y ” Search Contrn! Pane

Allow programs to communicate through Windows Firewall
Ta add, churge, or emive allowed programs and ports, click Change settings.

What e thie nsks of dloveng a program to commurscte?

Alcwed programs and Features:

Name Home/Work (Private)  Public =
[ Secure Sockes Tunneling Pretocal

CISNMP Trap

(7] Windews Cellaboration Computer Name Regutration Serice
O Whindews Fireat Remete Maragement

oocooo

I Windows Mensgement Teakmrmesration (WMD)

[ Windows Medis Pleye

] Windews Media Player Netwerk Shaning Serice

T Windues Mectia Playve Nvtwerek Sharing Service Interewt)

[ Windows Peer to Feer Colaborstion Fourdstion
(] Windcws Remote Managemert
O Wirokss Petable Devices

ooooag

(o

[ Allow: anctner program... |




Select "browse" in the pop-up dialog box.

I pddopogom =

ge,
rick Select the program you want to add, or didk Browse to find one that is not ange s
listed, and then did: OK.
09" Programs
‘ Create a System Repair Disc Pul
sod | €1ntemet Explorer [
. & Internet Explorer (54-hit) [
o Q’. Windows Anytime Upgrade
s Q| gej Windows Fax and Scan [
w5 R | 1 Windows Remote Assistance [
NE G ¥PS Viewer [
NS [
e [
e [
ws F [
m; Path: C:\Windows\system32recdisc.exe Browse... E
= Po
What are the risks of unblocking a program?
You can choose which network location types to add this program to. Rei
Jrer pro

Locate the HMIUI.exe file in the HMIUI directory under the installation path of the monitoring software, and double-click
HMIUl.exe.






L "

oqgrd
J Add a Program
nge,
. Select the program you want to add, or dick Browse to find one that is not settings
1€ riskil  fsted, and then didk OK. ange settings
Prodra programs:
b Create a System Repair Disc Public *
b=

re Soc ;Inmrnet Explorer 0

pT glnternet Explorer {64-hit) E

o "_a; Windows Anytime Upgrade
lows € EEWindows Fax and Scan [
lows A il Windows Remote Assistance O
lows N <l ¥PS Viewer n
lows N O
lows N O
lows N |
lows A O g
| H
ess Py O

What are the risks of unblocking a program? e
You can choose which netwark location types to add this program to. Moo
Metwork location types... | Add Cancel ]
NEr program..,

Check the corresponding options.
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Remote access config

Introduction

In the traditional concept, it is rather Difficult and complicated to remotely connect HMI via Ethernet. Users not only need
to consider the security issue, but also need to set up complex network parameters. In addition, subject to the stage of
the network environment, users have to do everything possible to think of ways through all levels of routers and
switches. And an independent IP could only correspond to one HMI in tradition sense of the remote control. The

WECON remote access system will solve all of those problems.

The solution of WECON HMI remote access is "Everything is possible with one network, one HMI, one cable". No
matter where the HMI is, users could easily remote access HMI through the network, to achieve exclude exceptions and
resolve them in the first time. In local area network or remote Internet, users could make HMI connect to Ethernet by
one cable without setting any parameters. All network settings could be set by WECON remote access system.

Set the IP of HMI

PIStudic

Communication Mapping EText @E-Mail =§§ Bit Alarm IﬂTrend Chart lUser Permi:
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Sub rmask: 255 255 255 0
Gateway: 192 168 1 1

Remote access password

password: 888888

Server of HMI remote access

Prey

< Server address: Server 1

Use mobile phones, computers, tablets, etc., open a browser, enter the IP, you could access the project in the

HMI screen.

e You are advised to use Chrome or Firefox. If you want to use Internet Explorer, use Internet Explorer 9 or later.



e 360, Sogou and other browsers need to use speed mode.
e Support the iphone's own browser, or install a latest UC browser.
e Aslong as the browser supports HTML5.

Access through the cloud

Access through the cloud platform, enter the machine code (the machine code of each HMI is independent) and model,
then monitor the HMI remotely.

Access through V-NET (ig series)

Access through the V-NET, enter the machine code (the machine code of each HMI is independent) and the device
password, bind the HMI, and monitor the HMI remotely.

System Components

WECON PI8000 and advanced HMI with [-R], such as PI8070-R;

WECON Smart APP or WECON Cloud platform

User manual for WECON Smart and cloud platform download link

https://drive.google.com/open?id=1h18Ql4vmJhAis2GFuCISChV9xGUOBxQ9

FAQ

e What is the difference between the-R model and the normal model?
o The-R model can be accessed directly and unrestricted. Normal models need to buy cloudmonitoring

products before access. The number of monitoring normal model is limitedaccording to the customer's
purchase of cloud monitor packages.

e How many customers could remote access HMI at the same time?
o It supports max. 4 customers access HMI in the same time.

Mulit-link

Introduction

The main principle of Multi-link is to use the method of Master&Slave to implement the One machine-Multiple screens
by ethernet port. For example, one Master HMI connect to one Slave HMI, the Slave one can write or read value from
PLC which is communicated with Master.

In Multi-link, there is only one Master, and all the other HMIs are Slaves. The Master HMI is the only one device
communicate with PLC, and the data received from the PLC is transmitted to each slave through the host HMI(Master).


https://drive.google.com/open?id=1hI8QI4vmJhAis2GFuCISChV9xGU0BxQ9

Slave 1
Serial Ethernet Slave 2
-— R
PLC Master Slave 3
Slave 4
Slave 5

At present, the Multi-link is regarded as special function. So not any model HMI support it. Need the HMI come with the
special machine code. The series support Multi-link function right now: General, HMI+, i Series. Multi link doesn’t
support the online simulaion. PI3000/P13000+/P13000i series can only have one Slave when using this function, while
P18000/9000,P18000+/PI9000+ series can use at most 5 Slaves.

PIStudio settings

Check to enable Multi-link, select the corresponding option. For example, if it is a slave HMI, select Slave.
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Master IP address setting: Click "Project"—"Project settings"—"HMI IP", as below.



‘1@ ) VHE 24 ’ PIStudic

Communicatio Mapping B Tet ™ E-Mail D Bit Alarm | Trend Chart B User Permi:
Project Settings Shape ooy Address A Word Alarm <= History XY Plot — MessagePr

Aa Font pack A Font =] 5Ms AP Recipe [ patarecord £ Traditional
Settings Library Data Tool
Pro, Project Settings >
=8 3
Project Settingd _HMLIP JTnstalment Extend o
b HMI TP
1P 192 168 1 66
Sub rmask: 255 255 295 0
Gateway: 192 168 1 1

Remote access password
password: 685888

Server of HMI remote access

< Server address: Server 1 |

Prey

Slave project

In order to let the fonts in the Slave and the Master consistent with each others, so Slave project needs to add one
screen that can set the IP address of Master HMI for connecting to the Master, on the original the Master project. If
Master project has components that use other font styles, and Slave project If there is no component corresponding to
Master project, then the default font style SimSun would be displayed when the Multi-link is enabled. To avoid the Slave
device prompts communication timeout message, you can add HSW9 = 1 in the initial script of Slave device.

Address

Address Address Description Usage Method

HSW1100 The IP of Master HMI IP address high endian 1



HSW1101 IP address high endian 2

HSW1102 IP address high endian 3
HSW1103 IP address high endian 4
HSW1104 Control the Slave to connect to 1: Connect to Master
the Master or not 0: Disconnect
Notice

During the connection, if the Master is downloading program, there is a highly chances that the slave screen is
abnormal, and the Gallery and imported pictures cannot be displayed.

After the download process of Master HMI is finished, Slave needs to be restarted to monitor normally.

e If the Master and Slave are operated on any screen, the screen also will follow the changes and synchronize for

other side.
o Using HSW12 = 1 on the Master, which can not affect each other.

e There is no momentary delay function for buttons.

e Multi-link version bit switch has no Min. holding time.

e PI3000 series can only have one Slave when using this function, while PI8000/9000 series can use this function
at most 5 Slaves.

e Only supports Multi-link connection in the LAN network (local area network), or direct connection between
Master and Slave.

e The Master and Slave projects must be consistent (mainly for keeping the font style used by the Master and
Slave HMI consistent), and the Slave HMI always adds the configuration of the “Master IP address".

o After the special address is enabled, Slave will remotely monitor the interfaces from Master, and the source
project will not be executed.

~.Note: Slave project only needs to ensure that there is "the HSW address of the Master HMI IP" and the font style used
by the Master.

V-NET Access (PC Side)

Login interface

Enter the platform, as shown in Figure 1:

New users need to register first.

e The successfully registered account is the administrator account, which can bind the device and other
operations.



e The user needs to remember the registered account and password, and able to log in simultaneously on the PC
Client/APP.
e If the user forgets the password, he can click "Forgot Password" to reconfigure the password.

Figure 1
Enter the account and password, and then click the "Login" button.

After successfully logging in, enter the "V-NET" interface, as shown in Figure 2. Add the HMI information you want to
access through the "+" in the lower left corner.

Device Home | Account Setting | Email | News | Account management | Feedback | Role @ Service = EEEnghshv o O
Alarm ltems Number of current alarm Device Number of online Device Number of upgradeable Device >
0/0 0/3 2/3 1/3
£ Custom Tags
[0 default group
IMap Thumbnail Google v Announcement

G M tb ispl d? ‘You Sharing request has been user [youzian] refuse
oogle Maps cant be displayed?

The reasons might be:

1) Your network connection is unstable

2) Google Maps service is not supported in
your region

Solution:

+ Refresh the page

From user [youzian] Share the Device to you

@rrent Alarm

Source Name Level Message Value Trigger Time Status Confirmation

Figure 2



After the Add Device window pops up, enter the machine code and password of the device to add the device, as shown
in Figure 3:

F M
Add Device x
Access Key U
o
Password seanes
Remark PI13102ig| 2]
Group Default group v
Industry Smart home ¥
b - |

Figure 3

e Device machine code: Each HMI has a unique and independent machine code, which is used to identify every
remote device. (When binding multiple devices at the same time, the device passwords must be the same. Only
one machine code can be entered on one line. When entering multiple machine codes, use the "Enter" key to
change the line. If the format is wrong, the binding operation will fail and error will occur). Method of obtain
machine code:

o PIStudio — "Project" — "Tool"— "Download" —Copy the machine code.

o Long press the upper right corner of HMI to enter the backstage, you can see "Machine Id" in "Machine
Info".

o Obtain the machine code from the backlabel of the device.

e Device password: Refers to the Cloud access password, the default is 6 digits 8 (888888). Please refer to the
cloud configuration if you first time binding the device.

o The length is 6 digits, English and special characters in English are allowed, spaces are not allowed,
and cannot be empty.

e Device alias: Refers to the name recognition of device in the menu bar of V-NET.

o Maximum 12 digits, except -_-+=}]",.2,;: " []1 —()...! these Special characters allowed others are
limited to input, no spaces or blanks are allowed.



o If the device is successfully bound, click OK, and it would prompt message: The device is bound
successfully!

“.Note: If you bind multiple machine codes in batch, the device alias will use the input device alias as the prefix, and
the system will automatically add a suffix. Example: Default group (device alias)_1 (automatically added suffix).

V-NET module

Remote Monitoring

The remote monitoring module can display the project page of the current screen in real time, and can operate the
project on the web page, and the control of the screen. As shown in Figure 4:

Device Home | Account Setting | Email | News | Account management | Feedback | Role @senvice»  Ef=English - o O v

SR Data view Pass-through Basic
ustom Tags

17:20:19 Corporate Name Chinese| English ‘

= default group

Manual Operation

Temp

Vacuum Mpa

Speed rpm

Temp Press Speed . Vacuum . Mixer

vanual ] [ Amo | [ Sefing ] [ User ]

Figure 4

Data Viewing

The data viewing module is divided into Communication port, Collection point, Alarm configuration, Alarm records, Data
Record configuration , Data Record, etc. As shown in Figure 5:
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Figure 5

The parameter configuration is as follows:

Name

Channell

Channel2

Channel3

Channel4

Channels

Page Perpage 10

v

@ Service v

Pass-through

Value

/Count 5 [tems

Port

Local Address

Local Address

Local Address

Local Address

Local Address

SEEenglish [0 O

Basic

Read Address
HDWO
HDWA
HDW2
HDW3

HDW4

Edit

e Communication port : The communication port information, includes connection method and protocol name, can
only be viewed, and cannot be added or modified. This info comes from the settings from HMI.
e Collect point:Data monitoring module of the device. The collection point is the monitoring data, and its read-
write, write-only, and read-only permissions also come from the Tags settings from HMI.
e Note: You cannot add or delete collection points here. The read & write permissions of the collection points in
the HMI will directly restrict the modification of the read & write permissions of the collection points by V-NET.
e Alarm configuration: Alarm records of the device, monitoring points cannot be added, confirming the Alarm

record and exporting data can be performed.

e Data Record configuration: Data Record is historical data of the device, monitoring points cannot be added,
curve and list viewing method are supported, and data records can be exported.

Remote Download

This function allows application on the PC to download directly to PLC or HMI, as shown in Figure 6:
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Figure 6

“.Note: The pass through function of remote download is temporarily unavailable on the web page, and it can be used
normally in PC client. The configuration is as follows:

PLC download (only for Pass-through)

e Click the setting (gear icon) in the upper right corner of PC Client, and a dialog will pop up. The red area is the
COM port configuration when the PLC pass-through downloads. As shown in Figure 7:
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Figure 7

e After configuring the COM port, go to the remote downloaded, PLC download, to config the name,
communication port, virtual serial port and other configurations as shown in Figure 6.

HMI Download (only for Pass-through)

e Click the setting (gear icon) button in the upper right corner of PC Client, and a dialog will pop up. The red area
is the configuration of the HMI download tool. As shown in Figure 8:
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Figure 8

e Click the setting (gear icon) button, a dialog box will pop up, and automatically detect and find the PIStudio that
has been installed in PC and conforms to the version, as shown in Figure 9:
o Location: Display the installation path of the current PIStudio.
o Version: Corresponding to the version of the current PIStudio.
o Browse: Click to manually set the installation path of PIStudio.
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Basic

In the "Basic" sub-page of Basic, HMI name, record reserved selection, password, location and remarks, etc. As shown
in Figure 10:

Device Home | Account Setting | Role @senvice~  EEEnglish~ [ O -

@ (0] o of
Remote monitoring Data view Pass-through Basic
£ Custom Tags

= default group Basic

Device name PI3102ig
Status Online £ Refresh
Access Key u
Record Collection History Alarm

password =~ seses

Model  PI3102ig

Industry Sector Smart home v
Max. alarm records 10000

Figure 10

The device name is an alias of HMI, which is mainly used for easy distinction.



Online status: You can click the refresh button to refresh the online status of the HMI.
Machine code: Each HMI has a unique and independent machine code.

Record reserved: Checking the corresponding options will let HMI to suspend updating the corresponding configuration
after downloading a new project.

Password: Refers to the cloud access password, the default is 6 digits 8 (888888); the cloud access password can be
set and modified, the specific location is:

e V-NET — specified HMI — Baisc — "password” — modify and save, as shown in Figure 10.
e "Project" — "Cloud" — "Basic" — "Password" — of PIStudio (only unbind HMI can be modified), see Cloud
Configuration.
Maximum storage of Alarm data: The maximum number of alarm data saved, with a range of 1 to 50000.
Positioning:

e Use the device base station positioning to locate.
e Use manual positioning.

“.Note: After modifying the basic information of the device, you need to click Save below to save the modification
successfully. If it is not saved successfully, please click Force Synchronization.



